


 
 
 
 
 

In response to finding 2, DHSES CIRT has initiated a policy to prioritize customers based on risk and 
conduct outreach to them. This outreach is executed directly with potential customers (as opposed to 
waiting for opportunities at conferences and training venues) to ensure they are aware of the services 
available to them. This outreach is memorialized but as previously noted, participation remains voluntary. 

 
State Comptroller’s Comment – While we have and continue to acknowledge the work CIRT has done, 
in the current environment, it is increasingly important to not only respond when an incident occurs but 
also be proactive to prevent incidents from occurring. We are pleased to see that the additional resources 
that CIRT received after the audit has enabled it to strengthen the services it provides, including taking a 
more proactive risk-based approach to providing outreach to potential customers. However, we maintain 
our position that, without specific, measurable objectives and quantifiable, attainable goals, CIRT officials 
cannot sufficiently evaluate the performance and effectiveness of that work toward accomplishing its 
mission. 

DHSES has also started discussions with OSC on areas where the two agencies may partner on improving 
local government cybersecurity. We look forward to continuing discussion in this area for the benefit of 
the customer base we serve. 

DHSES always seeks to continuously improve its program administration and welcomes OSC’s 
recommendations and will implement them where appropriate and feasible. 

 
If you have any questions regarding the Agency’s response, please contact Brian D. Jackson of DHSES’ 
Office of Internal Audit at (518) 457-5120.  

 
 

Sincerely, 

 
Benjamin Voce-Gardner 
Director, Office of Counter Terrorism 

 
cc:  Commissioner Bray 

Terence O’Leary 
Elisha Tomko 
Chris DeSain 
Brian Jackson 
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